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Charting the emerging landscape of
digitalised, datafied governance




State of Play:
Welfare



Rupture of the social contract - Social,
economic and political citizenship is no
more a given, but has to be constantly

established.




Present but Presenceless? The hyper
visibility of the most marginalized does not

guarantee the legibility of their claims.




Inversion of transparency - the citizen
shall always be visible, but the state and
new private actors in network
governance arrangements remain
opaque.




The intermediary is dead. Long live the
intermediary!




Digital by default? Not so much




State of Play: Data In
governance and
data for governance



In data we trust?




Keep calm and leave it to Big Data




Data convergence: For whom? Towards
what?




To retain or not to retain?




What is data sovereignty again?




So, what can citizens’ right

to their data look like?




go, what can citizens’ right

to their data look like?




Do we need a data ombudsman?




Questions



What should a
digitalized service
delivery model that
guarantees democratic

accountability look
like?

Should welfare service data bases be convergent at the
back end? (Convergence -- for whom? Towards what?)

How can we create tamper-proof records of digital
processes that inform the decision-making on a welfare
claim? Should there be institutional and
techno-measures to ensure that the level of
transparency remains the same for state and citizen? Ex-
can there be same dashboard view for both
administrative and citizen logins? (See for reference,
comment made on section 1.1.3 of draft charter)

What principles - techno-design, last mile
implementation, any other? — should be followed for
accountability in digitalised service delivery?

How should grievance mechanisms be designed in the
context of digital mediation of services?




How can
legal-institutional
systems for
data-in-governance and
data-for-governance be
designed to ensure
public interest and the
promotion of people's
rights?

a. What legal-institutional lacunae relating to the data ecology
undermine democratic accountability in the current context?

b. How can techno-design enable a federated data
architecture that addresses competing considerations for
accountable governance?

- What data should be aggregated and what should be
maintained in a localised manner? What considerations
should inform choices on data convergence? (keeping in
mind need for optimal balance between privacy and

transparency; local discretion and centralised control of
data veracity etc))

What kind of policy do we require on data retention in
government databases? (See for reference, sections
4.2.1 and 4.2.2 of draft charter)

c. What broad guidelines need to be linked to proactive
disclosure and standards for open data? For instance, what
should be the procedure for changes in taxonomy - changing
'views' and changing ‘fields'?



How can
legal-institutional
systems for
data-in-governance and
data-for-governance be
designed to ensure
public interest and the
promotion of people's
rights?

d. How can citizen right to audit data-in-governance be
imagined? How can it cover audit of open data systems,
software, algorithms etc?

e. What kind of legal-institutional framework do we need for
governing data in and for governance (including data collected
through private parties)?

- When managing data in governance systems, what is
the balance we can strike between allowing room for
innovation and protection of citizen privacy if and when

we allow private/ non state actors to use them? (See for
reference, section 4.1.3 of draft charter)

What are considerations to take into account when we
articulate a position on privately collected data for
public use? (See for reference, section 4.1.6 of draft
charter)



How can
legal-institutional
systems for
data-in-governance and
data-for-governance be
designed to ensure
public interest and the
promotion of people's
rights?

f. What institutional mechanisms should be in place to manage
data that emerges from state-citizen engagement generated
through consultative processes on third party social media
platforms? Should these platforms be held liable to comply
with specific data requests from the government? (See for
reference, section 4.1.1 of draft charter)




